DWL-2100AP Firmware Release Notes  
Firmware: v2.50

Hardware: A4
Date: 08/10/28
Problems Resolved: 

1. [FW] AP can't send standard traps.
2.  [FW] rogue ap list should not be shown if band is not selected.
3. [APM] rogue ap list shows wrong.
4. [WEB] It can't reset data rate settings
5. [FW] The trap status and server ip can not be set.
6. [FW] When AP mode is wds with ap, there is a lack of some logs on Syslog.
7. [FW] use the wizard to configure the AP ,and set the password empty, then restart AP. the username will be changed from admin to empty 
8. [FW] Something wrong with the help document
9. [FW] There is no image but update success by tftp.
10. [FW] Intel WiFi Link 4965AGN can’t connect to AP if authentication is WPA/WPA2 PSK, and vlan state is enabled.

Enhancements: 

1.  [FW] Modify GUI "11g only disable/enable" to "Wireless B/G Mode Mixed/11b only/11g only"   default value will be "Mixed", support CLI command.
2. [FW] Support primary SSID with VLAN tag function.
3. [FW] Support administration VLAN(Manage VLAN) , administrate AP with WLAN and management IP range function.
4. [FW] Support WMM over WDS function.
5. [FW] Support IGMP Snooping (v1/v2) function.
6. [FW] Data Rate Control follows Dlink new spec.

7. [FW] Support IAPP (fast roaming)
8. [FW] Support Secondary RADIUS server setting
9. [FW] Enable/Disable ping to AP
10. [FW] Support Acct-Interim-Interval attribute for Accounting function,
11. [FW] Trap server, settings(categorize the types of traps)
12. AP status on UI
a) CPU and Memory utilization 

b) Statistics for Ethernet TX and RX,bytes and packets
13. [CLI] CLI command to input SNMP Location.
14. [CLI] Hide the commands, get targetPower/gett controlPower/get swPower ,in CLI
15. [CLI]Open 3 RSTP commands, rstp getstp/rstp getstate/rstp setstate
DWL-2100 eu (v2.40) Firmware Release Note  
Firmware: v2.40rc208
Hardware: A1/A2/A3/A4

Date: Sept 14, 2007 

Problems Resolved:

1． [Firmware]SSH still could login in with old username/password, when web login username and password modified.

2． [Firmware]SSH socket still receive packet and then run out of memory even ssh is disabled.
3． [WEB] UpdateFirmware page will show wrong in 1280*1024 display mode.

4． Remove open/share key authentication for Universe Repeater.

5． [APM]can not get trap srvip .

6． [APM]Web can not get multi setting if set WDS+MULTI use APM.
Enhancements:
None.
Firmware: v2.40rc207
Hardware: 

Date: Sept 11, 2007 

Problems Resolved:

1. The IOT issue, If enable the superG and WMM, some wireless card can not communicate with the AP when the Authentication is WPA and Cipher type is TKIP.
2. Change the Universe Repeater Mac address rule, If root AP's BSSID is ii:jj:kk:ll:mm:nn, Universal repeater's MAC is uu:vv:ww:tt:oo:pp. Modify Universal repeater's BSSID as 00:pp:kk:ll:mm:nn.
3. [WEB] When the login password is not blank, and user changes other settings in the same page, it will pop up a password error message in Tools\Admin page. 
Enhancements:
None.
Firmware: v2.40rc171
Hardware: 

Date: July 2, 2007
Problems Resolved:

1. Do not support Several traps info for APM.
Enhancements:
None.
Firmware: v2.40rc169
Hardware: 

Date: June 28, 2007
Problems Resolved:

1. RSTP do not take effect for WDS mode 
2. There is some issue for WDS+MSSID , as authentication:wpa/wpa2-psk,cipher:auto.
Enhancements:
None.
=====================================================================

Firmware: v2.40rc163
Hardware: 

Date: June 25, 2007
Problems Resolved:

1. Two stations connected to secondary ssid through MSSID+wds could not ping each other.
2. Multipacket rate control could not work normal.
Enhancements:
None.
=====================================================================

Firmware: v2.40rc161
Hardware: 

Date: June 8, 2007
Problems Resolved:

1. the multicast packet control issue，when multicast packets is too many, stations could not ping to the AP
2. Multi-SSID stable problem: when enable Multi-SSID, AP will stop working after several days;
3. [WEB]When user login with wrong user/password, they still can access some web pages;
4. Close the function auto save the configuration to the flash.
5. Delete some useless log messages of deauthentications.
Enhancements:
1. Add Data Rate Control function

2. Add Universal Repeater

3. Add MSSID + WDS.

=====================================================================

Firmware: v2.30rc038

Hardware: 

Date: Sep 11, 2006

Problems Resolved:

1. [Roaming]Update current AP1's association table, when STA roam to another AP2.

Enhancements:
None
=====================================================================

Firmware: v2.30rc037

Hardware: 

Date: Sep 5, 2006

Problems Resolved:

1. when set APC mode, APC can't connect to trapze AP(DWL8220) only in wpa2-psk ,the previous release is failed for testing 

Enhancements:
None
=====================================================================

Firmware: v2.30rc034

Hardware: 

Date: Sep 5, 2006

Problems Resolved:

1.  when set APC mode, APC can't connect to trapze AP(DWL8220) only in wpa2-psk
Enhancements:
None
=====================================================================

Firmware: v2.30rc032

Hardware: 

Date: Aug 31, 2006

Problems Resolved:

1. In telnet/cli command, hide the “11b only” item in “set wirelessmode” to be consistent with the web

2. Fix the bug that The function of Update configuration file is abnormity in WEB
3. According output table from PP Leon, adjust output power for region EU.
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Enhancements:
None
=====================================================================

Firmware: v2.30rc027

Hardware: 

Date: Aug 25, 2006

Problems Resolved:

2. WDS WPA-PSK connection will drop after 20-30 mins
Enhancements:
1. Change default SSID to “dlink”;

2. Configuration file extension from CFG to DCF;

3. Support 64 character WEB login username length;

4. support Character Set of WEB login username, include "a~z","A~Z","0~9","@", ".", "-" and "_".

5. Pop error message when key in unsupported characters in WEB login user name.

6. Add command “get/set SNMP” to control snmp state.

7. Add f/w upgrade protection policy in WEB.

8. 802.1x packet pass through in AP mode,when authentication type is Open/Shared key
9. Support IEEE 802.1X, the Authentication can be initiated by the Authenticator PAE(support EAPOL start frame automatically).
10. Add Telnet command “Get PassPhrase” to display passphrase of wpa-psk

11. Add Telnet command “Get RadiusSecret” to display Radius Secret

=====================================================================

DWL-2100 eu (v2.20) Firmware Release Note  

Firmware: v2.20r0486

Hardware: 

Date: April 12, 2006

Problems Resolved:

1. Add SNMP status check box. in admin web page.

Enhancement:

None

=====================================================================

Firmware: v2.20r0485

Hardware: 

Date: April 11, 2006
Problems Resolved:

2. Solve crash problem when AP manager asks for configuration file.
Enhancement:

None

=====================================================================

Firmware: v2.20r0479

Hardware: 

Date: March 23, 2006
Problems Resolved:

1. APC can't connect to DI-624, DWL-G700, DI-524 in wpa-psk and wpa2-psk.
2. Revise the Community Public/Private "Stream" to "String".
3. If ssid have "\" , web page will error.
4. Modify MSSID help file.
Enhancement:

None

=====================================================================

Firmware: v2.20r0449

Hardware: 

Date: December 8, 2005
Problems Resolved:

1. [Web page]:Modify Valid Key bug.
2. Adding Forward_8021x_EAPOL in MSSID

Enhancement:

None

=====================================================================

Firmware: v2.20r0445

Hardware: 

Date: November 1, 2005
Problems Resolved:

3. [Web page]:

a. Fix the problem that Firefox has a bug with checkbox: when checkbox checked & gray, then reload page, checked will be un-checked.

b. Fix the bug that VLan ID can set null, when security is WPA or PSK.

c. Fix the KeyIndex message bug in Wireless page.

d. Add "INCLUDE_GREENPACKET_TRAP" tag
e. Remove security "Open System/Shared Key" when AP-Mode is "AP Client" in Wireless page.
f. In AP client mode, cipher mode should not support Auto, which should be AES or TKIP.     

g. Set AP client mode then scan AP and select one, then change Authentication type, the SSID will change to default.
h. Modify help file.

i. Remove "Open System/Shared Key" in Authentication if Mode is AP Repeater.
5. Fixed: AP Auto-reboot problem

Enhancement:

None

=====================================================================

Firmware: v2.20r0438

Hardware: 

Date: November 1, 2005
First Release

None
Problems Resolved: 
1. Fixed: Station can't associate to AP if 'SSID Broadcast enable'.

2. Fixed: Set AP to WPA-PSK, and change Access control function from Reject to Disable, Station can't connect to AP.
Enhancement:

None

=======================================================================
Firmware: v2.20r0426

Hardware: 

Date: October 18, 2005
First Release

None
Problems Resolved: 
1. Modify Green packet:

       OID of enterprises is 1.3.6.1.4.1.9885.1

       OID of AP MAC is 1.3.6.1.4.1.9885.2.8.2.4

       OID of station MAC is 1.3.6.1.4.1.9885.2.8.2.5
Enhancement:

None

=======================================================================
Firmware: v2.20r0422

Hardware: 

Date: October 11, 2005
First Release

None
Problems Resolved: 
1. Fixed: WDS have bad throughput issue
Enhancement:

None

=======================================================================
Firmware: v2.20r0417

Hardware: 

Date: September 29, 2005

First Release

None

Problems Resolved:
1. [Web page]

a. Bug fixed: WEB can’t support double quote issue.

2. [APM]

Bug fixed: Remove condition for 80211g_group_key_update_interval keyword.

Enhancement:

None

=======================================================================
Firmware: v2.20r0416

Hardware: 

Date: September 27, 2005

First Release

None

Problems Resolved:

1. [Web page]

b. Modified help menu.

c. Remove WPA-Auto-PSK from APC.

d. Modified passphrase to show password type "*".

2. [MSSID +ACL]

Bug fixed: ACL can’t work when MSSID is enabled.

3. [WDS PSK]

Bug fixed: DHCP client can’t get IP from WDS port.

4. [WDT]

Modified kick time to 500 ms.

5. [APM]

a. Bug fixed: If user input max characters in device name, then Apply ,the device name will show null.
b. Bug fixed: Auth type will be wrong, when set AP to WDS with AP.

Enhancement:

None

=======================================================================

Firmware: v2.20r0411

Hardware: 

Date: September 15, 2005

First Release

None

Problems Resolved:

1. [Web page]
a. If upload firmware or CFG file, download CFG file and can't allocate memory, it will popping warning message now.
b.  Fix DHCP Server domain name can't display double quote problem.

c.  Modify Grouping page when AP mode is not Normal AP, grouping function will disable and gray.

d. Fix channel problem when AP mode from APC to Normal AP.
e. Fix WEP key can't display double quote problem in wireless page and MSSID page
2. [SNMP D-View interface]    

a. Modifying the authentication types of 2100WW
3. [AP Manager]

    a. Fix DIAP task size 4*1024 ---> 20*1024

    b. Change DIAP Local vriable to global variable, let DIAP work well.
b. Fix Pass phrase error

c. Fix Client information error.

4. Load Balance:  Added foolproof for Load Balance and LKCP (->AP mode)

5. Modify some string errors of CLI commands.

       Encryption --->Encryption

       Clinet ------->Client
6. Fixed: After using APM to configure AP to APC mode, PC can't connect to AP by using Ethernet.
Enhancement:

None

         =======================================================================

Firmware: v2.20r0409

Hardware: 

Date: September 7, 2005

First Release

None

Problems Resolved:
[SNMP]:

a. admTrapServerIP, admUserStaNotify and greenpacketsupported are added to APConfig.mib
b. Reset the memory used by manager IP address.
c. Refine the API for add host IP

d. The host of green packet has the fix attribute: SNMPv1, AuthType=0,  AuthString is the community string of public community
e. [LKCP]: Modify Wireless driver to check Ethernet Link status. If Link down, AP will use apHouseKeepingTask to de-Auth all STAs and reject all Auth request from STA.
f. Modified the configuration setting to active after reboot.
g. User can only set radius server in wireless.
[Web page]

a. Home->Wireless-> Set Ap to "AP client " mode , the title of site survey page should aim at row.
b. Add LoadBalance.Multi-SSID.IP FILTER.SNMP SETTING function.
c. Fix security field dislpay wrong value in Site Survey table.
d. AP repeater SSID Broadcast and channel should be gray.
e. User can only set radius server in wireless.
f. Fix the problem that set WPA-EAP in Wireless page can't pop warning message when key slot 2 or 3 has be set.
g. TO tune DIAP task size to 4*1024 . When AP Manager set SNMP trap server IP, AP will not crash.
Enhancement:

None

========================================================================

Firmware: v2.20r0409

Hardware: 

Date: September 7, 2005

First Release

None

Problems Resolved:

1. [Web page]:
    a. Fix disable MSSID, primary ssid still pop warning message problem.

    b. Modify warning message after update firmware.

    c. Modify WEB_Back_Time 27 to 30.

    d. Fix the problem that set WAP in Wireless page can't pop warning message when key slot
      2 or 3 have been set.

    e. Modify security field to show "Open", "Shared", "Both" in MSSID table.
    f. Modify Cipher.


  g. Grouping apply bug.

  h. Modify "Disabled" to "Disable”.

    i. Modify WPA authentication cipher only can set to TKIP.
    j. Push "scan", but the "Security" always display off in web.
2. Modified INCLUDE_ETH_BROADCAST_FILTER to Enable to turn on EthterToSTA (WLAN partition)

3. AP can't forward 802.1x EAPOL packet from authenticator to supplicant.
Enhancements:
Firmware: v2.20r0406

Hardware: 

Date: August 30, 2005

First Release

None

Problems Resolved:

4. [Web page]:
    a. Fix disable MSSID, primary ssid still pop warning message problem.

    b. Modify warning message after update firmware.

    c. Modify WEB_Back_Time 27 to 30.

    d. Fix the problem that set WAP in Wireless page can't pop warning message when key slot
      2 or 3 have been set.

    e. Modify security field to show "Open", "Shared", "Both" in MSSID table.
    f. Modify Cipher.


  g. Grouping apply bug.

  h. Modify "Disabled" to "Disable”.

    i. Modify WPA authentication cipher only can set to TKIP.
    j. Push "scan", but the "Security" always display off in web.
5. Modified INCLUDE_ETH_BROADCAST_FILTER to Enable to turn on EthterToSTA (WLAN partition)

6. AP can't forward 802.1x EAPOL packet from authenticator to supplicant.
Enhancements:
Firmware: v2.20r0399

Hardware: 

Date: August 22, 2005

First Release

None

Problems Resolved:

Enhancements:

1. MSSID supports 8 SSIDs and Multi-Beacon. (Virtual Mac address)

2. MSSID supports Isolated Security.

3. Supports Load Balance and Link Integrate.

4. Modified AP Client to support single user mode.

5. Supports Manager IP Filter. (Limit Administrator IP)

6. Supports 802.1x packet forwarding.

7. Added new WEB interface to modify SNMP community string.

8. Supports SNMP trap for LBS (Green Packet).

9. Supports WMM and preamble selection.
10. Syslog
Firmware: v2.10r0394

Hardware: 

Date: August 9, 2005

First Release

None

Problems Resolved:

Enhancements:

1. Let AP can forward EAPOL packets to Ethernet.
Firmware: v2.10r0338

Hardware: A1

Date: May 5, 2005

First Release

None

Problems Resolved:

1. Fix Web security (Upload CFG file).
2. CLI-command table, remove some commands.

3. Added a function to check country code when AP boot up. Restore country code to factorydefault value if the result is FALSE.
Enhancements:

None

=============================================================

Firmware: v2.10r0302

Hardware: A1

Date: January 14, 2005

First Release

None

Problems Resolved:

1. Fixed AP Client cannot use WPA-PSK.

Enhancements:

None

=============================================================

Firmware: v210r0301

Hardware: 
Date: January 12, 2005

Problems Resolved:

1. Fix Web bugs again:
AP Repeater SSID disable bug: if selected SSID is null, SSID input enable.
Enhancements:

None

Firmware: v210r0300

Hardware: 
Date: January 12, 2005

Problems Resolved:

2. Fix Web bugs:
AP Repeater SSID disable bug: if selected SSID is null, SSID input enable.
2. Fix bug:

 SNMP default setting is ENABLE.

Enhancements:

None

=============================================================

Firmware: v210r0296

Hardware: 
Date: January 6, 2005

Problems Resolved:

1. Fix Web bugs:    
a. Fix telnet timeout bug: 1 Mins -> 1 Min

    b. Fix Cfg-file msg bug: firmware -> configuration file

    c. Fix Cfg-file msg spell bug: configuration -> configuration

    d. Fix DHCP-Server spell bug: function -> function

    e. Fix LAN apply bug: gateway use CheckIP function and add two rules.

    f. Fix Device Info SSID bug: space key shown problem

    g. Fix password bug: old password error problem
    h. Fix help string in Web page.

2. Fix bug:

 AP can’t work when set WDS+AP mode from AP Client mode.

Enhancements:

None

=============================================================

Firmware: v210r0294
Hardware: 
Date: December 30, 2004
Problems Resolved:

Bug 1: WEB    

        When Auto Channel Select Enable, channel should be gray.

Bug 4:WEB    

        1. Setting AP factorydefault

        2. Setting SSID, SSID  Broadcast and Channel.

           Then select one of Authentication, the setting of SSID, SSID Broadcast and Channel will back to default value.

Bug 6. WEB 

        80 sets of MAC address can be set. When we key in the 81th MAC address will pop error message. Please refer the attached file.

Bug 7. WEB

        When we key 80 sets of MAC address then apply the setting. The Access Control List will crash.

Bug 10. WEB

        DWL-2100AP should NOT support Grouping feature. We will disable it and release again.

Bug 16. WEB

        When select WDS, WDS+AP, AP Repeater...., "Auto channel scan" should gray. [Did it by F/W]

Bug 17. WEB

        192.168.255.X /24 should not be invalid ip.[Did it by F/W] 

Bug 18. WEB Help menu

        Help document need to be corrected due to adding Multi-SSID and Spanning Tree.......[Did it by F/W]

Bug 19. WEB Multi-SSID

        Driver limitation. If master-SSID enable "SuperG" and secondry-SSIDs not support data encryption. WEB interface will defend this last version.

Bug 20. WEB

        VID 4096 can't be set successfully.

Bug 25. WEB

        In AP Client Mode:

        Please gray the Auto Channel Scan, Channel and SSID Broadcast function.

Bug 30. Multi-SSID

        Procedure:

            1.STA1 and STA2 connect to AP. STA1(arp -d) ping STA2(arp -d):OK

            2.Disable Internal station connection and AP reboot. STA1(arp -d) ping STA2(arp -d):Fail

            3.Then enable Guest SSID 3 and AP reboot. STA1(arp -d) ping STA2(arp -d):OK

Bug 31. Multi-SSID

        Procedure:

            1.Set "Reject" for STA1 on ACL and AP reboot. STA1 can't connect to AP.

            2.Then enable Guest SSID 3 and AP reboot. STA1 can connect to AP.
Enhancements:

None

=============================================================

Firmware: v210r0291

Hardware: 
Date: December 20, 2004
Problems Resolved:

Enhancements:

1. MSSID/VLAN

2.  rSTP

3. AP + WDS mode

Firmware: v210r0266

Hardware: 
Date: November 11, 2004
First Release
Problems Resolved:

None

Enhancements:

None







